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GETTING STARTED

You launch KwikT2g® on your machine from your Web browser.

To start KwikTag:

1 Open your Web browser and type your KwikTag URL http://ktsrvi/ktadmin/. Contact your system
administrator if you do not have the correct path.

The KwikTzag Login window opens.
In the User Name box, type your user name.
In the Password box, type the password assigned to you by your system administrator.

To change your assigned password, select Change Password.

o A W N

Select the Login button. KwikTag opens and displays the Administration Home Panel.

L]
I(WI ktag 4 ‘Wielcome Administrator

Change Password Log Out

m Sites Connections Drawers Users Reports Settings Workflow

&  Paper
Tf,}-,'wa}' You Manage T
Contact KwikTag Support KwikTag Web Administration Client
m E] Suppart iz available for customers with “Wersiom 4635
\ g acurrent Support Sgreement Mon-Fri Builck: 5980
\ AN 1o EPM MST. Upclated: 372572011
t pohre Email:  supporti@kwiktag.com Company I: ktappho]

Phone: (577) 534-5111

[i] imagetag

22011 ImageTag, Incorporated. Legal | Privacy | Contact Us About

Figure 1.0 — The first panel that appears after login is the KwikTzg Administration Home Panel.
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Seven function tabs are briefly described below:

— used to group drawers together; when integrating with Dynamics systems sites are equivalent to the
Dynamics companies

—shows integration connection information, such as the Dynamics connection or SharePoint
connection information

—used to organize and store digital document images

— allows creation, deletion and modifications to users and their most basic properties
— documentation of statistical information based on Kwik usage
— allows changing system settings, such as audits and password policy

—allows the user to configure document workflow to be used inside the Kwik system

The main window displays customized information.

» Contact KwikTag Support is available to clients with current Support Agreements:
Monday - Friday

6 A.M. to 6 P.M. Mountain Standard Time (Arizona does not follow Daylight Savings)

Email: support@kwiktag.com

Phone: (877)594-5111

»  Kwik Web Administration Client:
Version: 4.6.5

Build: 5980

Updated: 3/25/2011

Company ID: ktappb01
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Overview

Sites are created by the KwikTzag Administrator and any user who is a member of the “KwikTag Admins” group. Sites are

used to group certain drawers together, by department for example. In a Dynamics integration, a Site represents a
company in the Dynamics environment.

.
kw. kta,g ; Wielcome Administrator

Chanege Password Log Out

Home
Sites bl sites - Sites = &l
Properties
Drag a colurnn header here to group by that colurmn
Site Mame iy ﬁ Description
Fahrikarn, Inc. Microsoft Dynarnics Great Plains
Kwilk Tag Kk Tag
Page 1 of 1 {2 items) [11 LAL]
m Imagetag’ 010
@ 2011 ImageTag, Incorporated. Legal Privaoy Contact Lis Abouot

Figure 2.0 — Sites Tab
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CREATING A NEW SITE

1 Click New. The Site Properties screen will display.

Site Properties: [New Site] E

Create new sites, modify existing sites andfor description. Assign existing site users to the role of Site Administrator.

1 Create or edit site. Bnter 3 site name and descrption, then click apphy.

Site Mame * Site Description

Figure 2.1 — Site Properties

2 Enter the following information:
e Site Name

e Site Description

3 Click Apply.

Caution: Sites cannot be deleted from the system. However the description can be updated. When integrating
with a Dynamics system the Site names must match the Dynamics company names EXACTLY. This is what
KwikTag uses to facilitate the connection to the Dynamics environment.

Proprietary & Confidential Page 8
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MOVING DOCUMENTS TO A NEW SITE

1 Click Move. The Move Documents screen will display.

Move Documents: Fabrikam, Inc.

howe documents from one site to another.

Select the source drawers from the drawer list then select the destination site and click "Apply” to
perform the aperation. Option (17 'Create drawers if they do not exist’ when checlked, avtomatically

Dravvers in the Fabrikam, Inc. site Select a destination site

Applicant

Applicant Costs

Applicant Education
Applicant Interview Rating
Applicant Offers
Applicant References
Applicant Reguistions
Applicant Skils

Applicant Tests

Applicant User Defined

Applicant Work Hiztory
Apply Payahbles Documents: [ Create drawers if they do not exist

Apply Receivables Documents M Selectively move documents hased on

At Emp. mt-_:e destination site
Bank Deposits

Bank Reconciliations
Bank Transactions ;I

s Howvik Tag

Figure 2.2 — Move Documents

2  Select the drawers to be moved to the new site by highlighting them in the left hand menu. You can use
your CTRL and SHIFT keys to select multiple drawers.

Select a destination site by highlighting it in the right hand menu.

4 Click “Create drawers if they do not exist” if you want the system to automatically create the drawers in
the new site.

By default, the “Selectively move documents based on destination site” is selected. Leave this selection.

6  Click Apply.

Proprietary & Confidential
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Overview

Connections are created by the KwikTag Administrator and any user who is a member of the “Kwik Admins” group.
Connections are used to create the integration points to Dynamics systems and also SharePoint sites. You can also
define Dynamics module level security using the Connections.

I(Wi kt%g : V.\f.el.comf.l.\ti:rl.'li.l.'listra-t.u:r

Home Sites Connections Drawers Users Reports Settings Workflow

Connections Al Connections - Connections = Yiew, edit and configure integration connections.

Properties Mesy Delete
Site Mame A
Integration Mame Description State | Template Created By | Date Created

[ | | 1 I | 1

B Site Mame: Fabrikam, Inc.

Fabrikarn, Inc. Fabrikarn, Inc. on Microsoft Dynarnics GP - w1.1 - Administrator - 3/21/2011
Page 1 of 1 (2 items)

EI Imagetag 081

@ 2011 ImageTag, Incorporated. Leg Erivacy 1ac |

Figure 3.0 — Connections Tab

LEFT-HAND NAVIGATION

Once you navigate to the Connections tab you will notice a listing of available windows. Each window will allow
you access to the different sections to manage. Each section contains a set of specific properties that can be
edited related to Connections. These sections consist of the following:

e Connections — Allows you to view, edit and configure integration connections.

e Connection Templates — This is the standard list of integration connections available to you based upon
your license structure. You can browse, edit and import/export available connection templates.

Proprietary & Confidential Page 10
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CREATING A NEW CONNECTION

1 Click New. The Connection Properties screen will display.

Setup @ connection for 3 site. A=sign user permissions and setup mMappings.

Connection Properties: New Connection E

E Install and setup @ connection for any given site.

i Site Matne * I ;I Template * | ;I

i
- T
! Mame * I Dezcription |

E Connection State & on O o

Users and Permissions

Information Model

SharePoint

[i] tmagetag

Figure 3.1 — Connection Properties

2 Enter the following information:
e Select Site Name (this list is populated by the previous tab)
e Select Template (this list is populated based upon your license structure)
e Name
e Description

e Connection State — leave the default selection of “On”

3 Click Apply.

SETTING PERMISSIONS USING CONNECTIONS

1 Click the Users and Permissions section of the Connection Properties window.

Proprietary & Confidential Page 11
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[+

Connection Properties: Fabrikam, Inc.

Setup a connection for a site. Mssign user permissions and setup mappings.

Users and Permissions

Fezign permizsion bazsed on modules .,

E eu]8 ; Addminiztratar (OARM) - L APManager - L -
) = Rec Diavicdl (OARM) - U Approvers - G
¢ |Bank Reconcilistion W open CFo-U

Access Control List HwvikTag Users
Fixed Aszets jonm (OAR - U F sdd Contract Approvers - G
General Ledger KTGR (OARM) - & Davidd&pprover - L
Human Resources HuwikTag Admins (OARM) - & ¥ Remove DavidDIndexer - U
Purchasze Order Processing Maryal (OAR) - U DavidDindexywe - U
Sales Order Processing Stevel (D&R) - U | i hianane ERP Ertry - G

Tarad (OAR) - U Guest -
IS (OARD - U Apply | Jodunlap - LU |
Wink (AR - L Johnlapprover - L
Johnlindexer - U
e | Jonk&pprover - L
Jorinclexer - U
. | HawvikTag Guests - G

KewvikTag Users - G
Maryallipprover - U _ﬂ

SharePoint

Information Model

Figure 3.2 — Users and Permissions

The available Dynamics Modules will display in the left hand menu.

The available KwikTag Users and Groups will display in the right hand menu.
The middle menu allows you to grant access per user or group for each module.
Select a Module from the left hand menu.

Click on a User or Group from the right hand menu to grant access to that Module.

N oo o b WN

From the menu options, determine what rights to give that User or Group by checking the appropriate
boxes.

Click the left hand arrows to add the User or Group with the selected rights to the Access Control List.

Repeat the above steps for each individual Module.

Hint: Open allows the user to only view documents. Add allows the user to add documents to a drawer.
Remove allows the user to delete documents from a drawer. Manage allows the user to manage the

creation and deletion of drawers themselves. It is a best practice to leave the Manage rights with only
the named Administrator.

If you need to edit the rights of a user already included in the Access Control List, simply highlight their
name in the ACL, check the boxes of the rights you would like to give and click Apply.

Proprietary & Confidential Page 12
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INFORMATION MODEL

The Information Model section allows you to view the currently configured field mappings for each Dynamics form.
Since these fields are mapped based upon the Dynamics integration templates, it is best practice not to make
adjustments to them. If you need additional mapping services, contact the ImageTag Professional Services team to
assist you.

Connection Properties: Fabrikam, Inc. E

Setup 3 connection for @ site, Assign user permissions and setup mappings.

Users and Permissions

E e the modules, forms and fields present in this connection. !

E Modules Forms Figld= .

i : Lt Prd_&pply_To_Mairtenance Ph_Spply T Compary 1D :
! |Accounts Receivable P 7 b _&pply oo Document Dste t
1 |Bank Reconcilistion Prd_Batch_Ertry PM_Batch_Ertry Document Mumber :
E Fixed Aszets Phi_Edit_Tranzsaction Ph_Edit_Tranzacti Document Type E
v |General Ledger Prd_manual_Payments Phi_Manusl_Payvn Purchase Order Mumber L
1 |Human Resources Prd_Manusl_Paymernts

Zoom Ph_tdanus endor D H

y P Transac
i _Entry_Foom PM_Trans
Ph_%endor_Inguiry Ph_Yendor_Inguiry
Pr_Wendor_Maintenance PM_Vendor_k

Purchase Order Processing Youcher Mumber - WORK

Sales Order Processing

E i Edlit Mappings | ,

SharePoint

Imagetag

Figure 3.3 — Information Model
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SHAREPOINT

The SharePoint section allows you to view the currently configured SharePoint mappings. These mappings are
completed with you during the KwikTag implementation based upon your business processes. It is best practice not to

make adjustments to them. If you need changes made to the current configuration, contact the ImageTag Professional
Services team to assist you.

Connection Properties: Fabrikam, Inc.

Setup 3 connection for @ site. Assign user permizsions and setup mappings.

Users and Permissions

Inforrmation Model

) Alows user to create, delete and view Share Point mappings for published drawers .

Drasvers Mapped Drawers
-
=5
==
=
Baze LRL it ocaihost
Subscription Mode IStore and Forweard ;I
& Enabled  Disabled
Apply | Wi Edlit Mappings Wiesy Dravver |

Figure 3.4 — SharePoint
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CONNECTION TEMPLATES

The Connection Templates section displays a list of the available integration templates based upon your license
structure. This list can only be updated by adjusting your KwikTag licenses. In this section you can browse and
import/export available connection templates.

Ll
kWI kta.g ‘Welcome Administrator
Home Sites Connections Drawers Users Reports Settings Workflow
A} Connections - Connection Templates = Bre edit and importfexport ahle connection templates.
Connection
Templates Froperties Capy, Export Import
Drag a column header here nup by that
Template Mame A | Author Wersion Diescription Date Created
Microsoft Dynamics GP ImageTag, Inc. 1.0 ﬁ‘l'z'rlgl;;?t 'Bﬁ%ﬁg%fmplate for 3312010
Microsoft Dynamics GP ImageTag 1.1 ﬁ‘l'z'rlgl;;?t |B§:=;1gar;1i:|cosnGgamplate for 3312011
Microsoft Dynamics GP 2010 ImageTag, Inc, 1.0 mlrg;?t 'Bty'f%rﬁ'cosnthggllaDte for  gpmapennn
Microsoft SharePaint ImageTag, Inc. 1.0 Eﬂ\:zlrlgl;z?t Igi?;gfi:t template for 3312010
Page 1 of 1 (4 itemns)
m Imagetag’ 02
@ 2011 ImageTag, Incorporated. Lega Errinca oy ontact Us - |

Figure 3.5 — Connection Templates

Proprietary & Confidential Page 16



KwikTag 4.6.5x Web Administration Guide

Overview

Drawers are created by the KwikTag Administrator and any user who is a member of the “KwikTzg Admins” group, or an
individual user who has been granted “Manage” rights to the Module or Drawer itself.

Ll
I(w. ktag _.We!comn.e Administ.rato.r

Home Sites Connections Users Reports Settings Workflow

Drawers Al Drawers - Drawers = &

ation, deletion, and modification of drs and their mos

Properties Newy Delete select 8l | | Select e |
Site A |
Crawer
| @ Site: Fabrikam, Inc. (Continued on the next page)
Applicant

Applicant Costs
Applicant Education
Applicant Interview Rating
Applicant Offers
Applicant References
Applicant Requisitions
Applicant Skills
Applicant Tests
Page 1 of 7 (68 items) f LER AL

El Imagetag 0za

@ 2011 ImageTayg, Incorporated: egal | F - tact s | Abo

Figure 4.0 — Drawer Tab

LEFT-HAND NAVIGATION

Once you navigate to the Drawers tab you will notice a listing of available windows. Each window will allow you
access to the different sections to manage. Each section contains a set of specific properties that can be edited
related to drawers. These sections consist of the following:

e Drawers — Allows creation, deletion, and modification of drawers and their most basic properties.
e Pick Lists — Allows the creation, viewing, editing, and deletion of all pick lists used within drawers.
e Custom Controls — Allows creation, deletion, and modification of Custom Controls for Drawer fields.

o Drawer Templates — Allows creation and modification of drawer templates and their most basic
properties.
SYSTEM AND CUSTOM FILING FIELDS

When a new drawer is created, its structure consists of the default system fields:
e Scanned Pages
e User Name

Proprietary & Confidential Page 17
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DRAWERS

KwikTag 4.6.5x Web Administration Guide

e Date Tagged

e Date Received
e Barcode

e Date Modified

Templates contain the same structure as the drawer template used.

each Site.

To access this feature, click on the Drawers link on the left hand menu.

CREATING A NEW DRAWER

1 Click New. The Drawer Properties screen will display.

Administrator creates other custom fields that Kwik

The KwikTag System uses electronic filing drawers to organize and store digital document images.
drawers are created based upon your business processes or from a Dynamics integration template.

Drawer Properties; [Mew Drawer]

[x]

hanage the basic properties of a drawer.

1 Add 3 drawer based on @ drawer template. Select if the drawer is 3 publizhable drawer.

| ste+ [ =l

E Flame * I

E Drawer Templates I L‘
I

E Aliaz

! Fitter by User Name (My Fiing)? [ Publishaile? W

\i
e
el
=z

Permissions

Hotifications

m Imagetag

Figure 4.1 — Drawer Properties: General

Proprietary & Confidential

users

Drawers are the virtual filing containers for all documents in the KwikTag system. They are grouped together by
Sites. You can add and delete drawers in the system at any time. During the initial implementation process,
drawers will be created with you based upon your business processes. If you are integrating with a Dynamics
system, your default drawers are automatically created for you with the Connection integration template for

These
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2 Complete the required information:
o Site (this list is populated by the Sites tab)
e Name
The following information is not required but recommended for entry:

e Drawer Template (this list is populated by the Drawer Templates section. Only select a template
if you want to create a new drawer based on the template.)

e Alias

e Filter by User Name (My Filing) — leave this box unchecked so that the drawer is accessible to all
users based upon permissions

e Publishable — leave this box checked unless you are integrating with SharePoint and you do not
want this drawer published to SharePoint.

3 Click Apply.

FIELDS

During the drawer creation process the Kwik Administrator creates custom fields that Kwik users
complete to index their documents. These indices are known as filing fields. Drawers created from a drawer
template contain the same structure as defined in the template.

To access this feature, click on the Fields section of the Drawer Properties screen.
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Drawer Properties: HR Lists

[

hBnage the basic properties of 3 drawer.

1
1 Bnage fields contained within 2 drawer. Add, Bdit and Delete drawer fields and itz properties. Specify hax Length to restrict number of
1 characters in that field, specify “Alidators to validate input. While tagging Max Length will be considered pror to Walidator.

Drawer Fields

Scanned Pages Field Mame * I
User Mame

Date Tagged Figld Type * I "I Mz Length I

Date Received
barcods Pick List I LI

Diate Modified walidator | =

E o | Custom Cu:urrtru:ull Ik‘ ;l

iesy Qrder I

Hidden [T ReadCnly C

Type Shead: [ Reguired: [

Delete | Auto Entry: [ System Field: [T

Permissions

Hotifications

Settings

Figure 4.2 — Drawer Properties: Fields
1 Click New.
2 Typeinavalue in the Field Name. (Maximum 32 alphanumeric characters.)

3 Select Field Type:

e Currency

e Date/Time

e NMemo

e Numeric

e Pick List - If Pick List is selected then the Pick List field below will enable to select the value from.
e Text

4  If applicable, select the value for Pick List.

(9]

If applicable, select a field value Validator. This is used for Email, Zip Code and Social Security Number.

6 |If applicable, select a Custom Control from the list. This is generated from the Custom Controls section
in the Drawers tab.

7 Enter avalue in View Order.
8 Check Hidden if this field should be hidden from the end-user.
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9 Check Type Ahead if new field needs to accommodate assisted typing.

10 Check Auto Entry if new field should accommodate for pre-population.

11 cCheck Read Only if this field should not allow entry.

12 Check Required Field if new field must have a value.

13 Click the double left arrows to add the new field to the list of Drawer Fields.

EDITING EXISTING DRAWER FIELDS

1 Open the Drawer by double clicking on it or highlighting the Drawer and clicking on the Properties
button.

Click on the Fields section.
Highlight the Field to be edited.

If applicable type in a new value in the Field Name. (Maximum 32 alphanumeric characters.)

A W W N

If applicable Select Field Type:

e Currency

e Date/Time

e Memo

e Numeric

e Pick List - If Pick List is selected then the Pick List field below will enable to select the value from.

e Text
5 If applicable, select the value for Pick List.

6 If applicable, change the field value Validator. This is used for Email, Zip Code and Social Security
Number.

7 If applicable, change the Custom Control selected. This is generated from the Custom Controls section
in the Drawers tab.

8 If applicable, enter a different value in View Order.
If applicable, change value Hidden if this field should be hidden from the end-user.
10 If applicable, change value for Type Ahead if new field needs to accommodate assisted typing.
11 If applicable, change value for Auto Entry if new field should accommodated for pre-population.
12 If applicable, change value for Read Only if this field should not allow entry.
13 If applicable, change value for Required Field if new field must have a value.

14  Click Apply.
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Drawer Properties: HR Lists

WwBnage the basic propertias of a drawear.

Draweer Fields

Employes Mame
Scanned Pages
U=zer Mame
Date Tagoed
Date Received
barcode

Diate Modified

Permissions

Motifications

Settings

1 hBnage fields contained within a drawer. Add, Bdit and Delete drawer fislds and it properties. Specify hEx Length to restrict number of
| characters in that field, specify “alidators to walidate input. While tagging ks Length will be considerad prior to “alidator.

Field Wame * |Empl0\,-'ee Mame

Field Type * Text ¥ | hax Length I_
Pick List | =]
validator | =l
Custom Cortrol I ﬂ
“Wiewy Order |IZI

Hicldlen [T Readonly [T

Type &head: [ Required: Ird
Auto Ertry: [ System Fielet [T

Imagetag

Figure 4.3— Edit Existing Field

Note: After each field is edited, the Apply function must be executed in order to proceed to the next field.

Caution: If the drawer contains documents, you cannot change a text field to numeric or numeric to text. If a

text field is changed to a pick list, it cannot be changed back to a text field.

Proprietary & Confidential
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DELETING EXISTING DRAWER FIELDS

1 Open the Drawer by double clicking on it or highlighting the Drawer and clicking on the Properties
button.

2 Click on the Fields section.

3 Highlight the Field to be deleted.

4  Click Delete button. System will ask to verify delete.
5

To proceed with delete, click OK.
Note: Click Cancel to abort operation.
Windows Internet Explorer |

?/ Are wou sure wol want to delete the selected drawer Figld(s)?

Cancel |

Figure 4.4 — Delete Existing Field

PERMISSIONS

The System Administrator uses the Permissions section to manage a drawer’s Access Control List (ACL). The ACL
displays the groups and users who have access to the drawer and the specific permissions granted to each user
or group. For each user or group listed on the ACL, there are four rights which can be granted:

To access this feature, click on the Permissions section of the Drawer Properties screen.

Proprietary & Confidential Page 23



KwikTag 4.6.5x Web Administration Guide

Drawer Properties: HR Lists E

hanage the basic properties of 3 drawer.

hBnage permission settings for users assigned to 3 drawer. Add, Bdit and Delete user drawer permissions.

Access Control List HouvikTag UsersiGroups

Hotifications

[i] imagetag

Adminiztrator (OARM) - L APhManager - L -
ik Tag Admins (DARMI - G Approvers - G

I™ open CFO - U
Cortract Approvers - G

[ A DawielD - U
[T Remove Dav?dd;ﬂ.pprnver -u
DavidDindexer - L
[ lanage DavidDindexwe - L e
ERPF Entry - G

Sply | Guest - U
Jodunlap - U
johnl - U
== Johnl&pprover - U
Johnlindexer - U
= jonm - L
Jonhl&pprover - U
Jonmfinclexer - L j

Figure 4.5— Drawer Properties: Permissions

PERMISSIONS DEFINITIONS

Proprietary & Confidential

Open:

Add:

Remove:

Manage:

Users may open the drawer and search through the entire list of documents. The user may also
view the document images, but cannot edit the filing field information. The user may copy
documents to another drawer for which they have the Add permission.

Users may add documents to a drawer or edit the filing field information of existing documents.
Users who are granted only the Add permission will see a drawer as a drop box. It allows the
user to place new documents in the drawer, however, the user will be unable to view the
drawer's contents after refresh.

Users may remove a document from the drawer. This permission is also required in order for a
user to move a document from one drawer to another.

Users will be able to change drawer properties, establish or modify document services. These
tasks are performed in the Administration client. Additionally, users must have the Manage
permission to perform any of the drawer-related management tasks delegated to them by the
Systems Administrator.
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ADDING PERMISSIONS TO GROUP/USERNAME

1 The available KwikTag Users and Groups will display in the right hand menu.

2  The left hand menu displays the current ACL for this drawer.

3 Click on a User or Group from the right hand menu to grant access to this drawer.
4

From the menu options, determine what rights to give that User or Group by checking the appropriate
boxes.

5  Click the left hand arrows to add the User or Group with the selected rights to the Access Control List.

Hint: If you need to edit the rights of a user already included in the Access Control List, simply highlight
their name in the ACL, check the boxes of the rights you would like to give and click Apply.

Drawer Properties: HR Lists X |

wianage the basic properties of a drawer.

Fields

E Wanage permission settings for users assignad to 3 drawer. Add, Bdit and Delete user drawer pemissions.

Access Control List Kk Tag UsersiGroups

v Administrator (0ARR) - U APhanager - U !

Vo KwikTag Admins (OARM) - G Approvers - G !

, CFO-U i

i Cortract Approvers - G E
DravvicdD - U

Davidd Approver - L

CravidDindexer - U

DavidDindewe - U et
ERF Entry - G

Guest - U g
Jelunlag - U :
johnl - L :
JahnlApprover - L

Johnlindexer - U

jonim - L

JonkApprover - L

Jonhdindexer - U ;I

B

MHotifications

[i] imagetag

Figure 4.6— Add/Edit Permissions
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NOTIFICATIONS

The Notification tool is used to schedule an information notice to the filing user or to another person. A
notification can be sent to alert the recipient that there is activity in that drawer.

To access this feature, click on the Notifications section of the Drawer Properties screen.

Drawer Properties: HR Lists X |

hianage the basic proparties of a drawer.

Permissions

: hanage notification alert properties of a drawer. Add, Bdit and Delete notifications.

E Activities in Drawer
Mot Scanned Lctivity * | =]

Page Count Mismatch Duration 5
(Days)* I

=

Attach *

Filing User r

ot o | Ta*

Subject

|
Fram * |
|
I

=

Message

Figure 4.7 — Drawer Properties: Notifications

ADDING NOTIFICATION ON EXISTING DRAWERS

Notifications allow the user to send a notification to either the filing user or another user or list of users. There
are two types of system notifications that are already part of the drawer and are sent to the Filing User by
default; one for when a document is indexed and not scanned (Not Scanned) and one for when the scanned
number of pages does not match the number of pages entered by the user (Page Count Mismatch).

You can add additional system notifications per the instructions below.
1  Click New.
2 Select type of notification from the Activity drop down list.

e Document Activity
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e Document Received
e Not Scanned

e Page Count Mismatch
Select Duration days.
Select Attach from drop down list.

Enter the From email address. This will default to the email address entered for the named
Administrator account.

Enter the To email address or check the box to have the notification sent to the Filing User.
Enter a topic in the blank Subject field.

Enter a note in the blank Message field.

O 00 N O

Click the double left arrows to add the notification to the Activities in Drawer list.

Hint: If you need to edit a notification included in the Activities in Drawer list, simply highlight the
notification, edit the information on the right accordingly and click Apply.

Drawer Properties: HR Lists

2

wnage the basic properties of 3 drawer.

Permissions

v hanage notification alert properties of a drawer. Add, Bdit and Delete notifications.

i Activities in Drawveer

Mot Scanned Activity * IDDcumerrt Received ;I
Page Court Mismatch Duration i
(Days] * l

Attach * IDocumerrt LI

Fraom * |admin@kwik‘lag.u:0m

ot | To* IFiIing Uzer Filing User v

Subject INBW document haz arrived in KwikTag

A newy document has arrived in the HR Lists d
dravveer. Pleaze review |
Message

Figure 4.8— Add/Edit Notifications
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DRAWER SETTINGS

Drawers have settings that provide default instructions for document images and archive procedures. Image
Settings include orientation, image format, image processing, and other checks. Archive procedures will
determine the purge cycle for drawers. Drawers will fill with documents over time. While the drawer capacity is
virtually unlimited, the ever increasing number of documents will affect both the efficiency and time required to
perform data filing and retrieval tasks. A document retention plan can help keep the Kwik system in good
operating condition. Documents can be removed from a drawer by exporting document images and/or
metadata to another physical location, or by purging documents from the drawer.

To access this feature, click on the Settings section of the Drawer Properties screen.

[

Drawer Properties: HR Lists

hBnage the basic properties of 3 drawer.

Permissions
Motifications
Settings

1 hEnage document image settings . hBnage drawer archival settings and propertias.

i Image

1 Storage Formst: * IF'DF Iimace and Text ;I Deskew? @ H
1 Wiewy Orientation; * Apply H
i ¥ Retain base TIFF (for non-TIFF selections) ;
; Archive ;
i Include dravver contents in g :
e e T Yes 1% po Enahle Retertion: " Yes ¥ pg :
! Export Metadata as: * IDD hat Expart ;I Lock Document?:  vez & Mo i
| Retain From: | Date Filed =l Mark Far Delstion?; © vas @ [No ;

! Retain For (Marths: |c| Spply | :

Figure 4.9 — Drawer Properties: Settings

EDIT DRAWER SETTINGS

Image Settings:
1  Select Storage Format:
e PDF Image = PDF with no OCR
e  PDF Image + Text = PDF with OCR (this is the default and allows the document content search)

e TIFF Image
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2  Select View Orientation.
e  Auto Rotate
e Rotate 90°
e Rotate 180°

e Rotate 270°

3 Check Deskew if required.

Changes how the Kwik software orients the document based on the barcode placement.
4 Retain base TIFF is checked by default. Leave this checked in order to retain your original image.

5  Click Apply.

Note: PDF and TIFF images are the standard storage formats used with the Kwik software.

Archive Settings:

1 Include drawer contents in purge cycle, check / uncheck.

2  Export Metadata as:
e Do Not Export
e Portable Reposition
e Delimited Format

e Report

Retain From, query field based on date filed, date modified, and date.
Retain For, the length in months to retain images.

Enable Retention, check if required.

Lock Document, check / uncheck.

Mark for Deletion, check / uncheck.

0 N oo o B~ W

Click Apply.
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PICK LISTS

Users are allowed to create, view, edit and delete all pick lists used within the drawers. The System
Administrator defines the List Name and List Entry values.

To access this feature, click on the Pick Lists link on the left hand menu.

L]
kwiktag TS p——

Home Sites Connections Drawers Users Reports Settings Workflow

Al Drawers - Pick Lists = & e creation, viewing, editing, and deletion of all pick lists used within drawers.

Pick Lists

Properties ey Delete

. List Marme .
[ |

| Approvers

Companies
KT workflow Status
WPA Present?

Page 1 of 1 (4 itemns)

El Imagetag 026

22011 ImageTag, ncarparated. Laga Privacy ContactUs |

Figure 4.10 — Pick Lists
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ADDING A PICK LIST

1 Click New. The Pick List Properties screen will display.

Pick List Properties: [New Pick List] [x]

Create or edit Pick Lists. Add remowe entries from selected Pick List.

Mame

Pick Lizt Walues

Pick List alue |

Wiewe Order I

Apply | ey |

Figure 4.11 — Pick Lists Properties

Enter a Name for the Pick List.

Click New to start adding the values to the Pick List.

Enter a Pick List Value to be included in the drop down list.
Assign a numeric View Order to organize the drop down list.
Click the Apply button.

The new value will show in the Pick List Values menu.

o N OO U b W N

Repeat above steps until all of the Pick List values have been created.

o

Hint: If you need to edit an existing Pick List Value, simply highlight the value, edit the information on
the right accordingly and click Apply.
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CUSTOM CONTROLS

Users are allowed to create, delete and modify Custom Controls for Drawer fields. The System Administrator defines
the Custom Controls to be used. There are three system default “validators” included in the Custom Controls
section. They are Email, Social Security Number and Zip Code. Typically the “user controls” pertain to
integration fields for Dynamics lookup lists. These will be created as part of the implementation process. They
are used to access GL Distribution Codes and Vendor Lists.

To access this feature, click on the Custom Controls link on the left hand menu.

.
I(WI ktﬂg Wielcome Administrator

Home Sites Connections Users Reports Settings Workflow

AN Drawers - Custom Controls = Alliows c reation, deletion, and modification of Custam Controls for Drawer fields,

Bropetties e Delete
Custom Contrals
Drag a column header here to group by that colurn
Marmne A Type
Ernail Walidator
GL Distribution User Control
Social Security Nurnber W alidator
wWendor Lookup User Contral
Fip Code Walidator

Page 1 of 1 (Sitems)

El Imagetag 0za

@ 2011 ImageTag, Incorporated. Frivacy Contast Us |

Figure 4.12 — Custom Controls

ADDING A CUSTOM CONTROL

1 Click New. The Custom Controls Properties screen will display.
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Custom Controls Properties: [Mew Custom Control] E

Create and edit custom controls that can be associgted with Drawer fields,

Parameter

Figure 4.13 — Custom Controls Properties

2 Enter a Name for the Custom Control.
3 Select the Type of Custom Control to be created.

4  Click Apply.
Note: Parameters are defined by either the KwikTag or Dynamics system depending on the type of Custom
Control selected.

Proprietary & Confidential Page 34



KwikTag 4.6.5x Web Administration Guide

DRAWER TEMPLATES

Users are allowed to create, delete and modify Drawer Templates to be used for ease of drawer creation. A pre-defined
drawer structure, including filing fields, can be created as a template and be used during the creation of a new drawer. A
Dynamics integration will already contain Integration Drawer Templates based on the entry forms in the Dynamics system.

To access this feature, click on the Drawer Templates link on the left hand menu.

kwiktag

Home Sites Connections Users Reports Settings Workflow

A Drawers - Drawer Templates and modific of drawver temgp roperties .

Propeties ey Delete Copry Export Import

Draniar . Integration Tem.[.JIate A |

Templates .
Drawer Mame

|

=] Integration Template: Microsoft Oynamics GP - 1.0 (Continued on the next page)

Apply Payables Docurnents
Apply Receivables Docurnents
Bank Deposits
Bank Reconciliations
Bank Transactions
Bank Transfers
Customer
Financial Batch Entry
Fixed Assets
Page 1 of 5 (44 items) 1] - - |

III Imagetag 028

@ 2011 ImageTag, Ineorporated. “antact Us |

Figure 4.14 — Drawer Templates

Proprietary & Confidential Page 35



KwikTag 4.6.5x Web Administration Guide

ADDING A DRAWER TEMPLATE

1 Click New. The Drawer Template Properties screen will display.

Drawer Template Properties: [Hew Drawer Template]

[

hanage the basic properties of 3 drawer template.

1
1 Add or edit drawer template. Select if the drawer templata is 3 publizhable drawer.

'
'
! Mame * |

! Alias | :
1 Wersion Mumber I "l Publizhakle? [

i Apply | i

[i] imagetag

Figure 4.15 — Drawer Template Properties

Enter a Name for the Drawer Template.
If applicable, enter an Alias.
Select a Version from the drop down list. This is a required field and must start at 1.1.

If this drawer should be published to SharePoint, select the Publishable checkbox.

a U~ W N

Click Apply.

DRAWER TEMPLATE FIELDS

During the drawer template creation process the Kwik Administrator creates custom fields that Kwik
users complete to index their documents. These indices are known as filing fields. Drawers created from a
drawer template contain the same structure as the template.

To access this feature, click on the Fields section of the Drawer Template Properties screen.
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Drawer Template Properties: HR. Template IEI

hnage the basic properties of 3 drawer template.

1 anage fields contained within 2 drawer template. Add, Edit and Delete drawer template fields and its properties. !
1

\ Dravver Template Fields

Figld Mame * |

5 Field Type | | eox Length | E
5 Pick List | =l 5
: valdstor | = '

Pt | Custom Control | ;I
Wigwy Order |Ll

Hiclden [T ReadOnly 1]

Type Shead [T Reguired: =

Delete | Auto Ertry: [T System Field: [T

Figure 4.16 — Drawer Template Properties: Fields
1 Click New.
2 Typeinavalue in the Field Name. (Maximum 32 alphanumeric characters.)

3 Select Field Type:

e Currency

e Date/Time

e Memo

e Numeric

e Pick List - If Pick List is selected then the Pick List field below will enable to select the value from.
e Text

4  If applicable, select the value for Pick List.

5 If applicable, select a field value Validator. This is used for Email, Zip Code and Social Security Number.

6 |If applicable, select a Custom Control from the list. This is generated from the Custom Controls section
in the Drawers tab.

7 Enter avalue in View Order.

8 Check Hidden if this field should be hidden from the end-user.

9 Check Type Ahead if new field needs to accommodate assisted typing.

10 Check Auto Entry if new field should accommodate for pre-population.
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11 cCheck Read Only if this field should not allow entry.
12 Check Required Field if new field must have a value.
13 Click the double left arrows to add the new field to the list of Drawer Template Fields.

Hint: If you need to edit the fields already included in the Drawer Template Fields list, simply highlight
the field, edit the information on the right accordingly and click Apply.

DRAWER TEMPLATE SETTINGS

Drawers have settings that provide default instructions for document images and archive procedures. Image
Settings include orientation, image format, image processing, and other checks. Archive procedures will
determine the purge cycle for drawers. Drawers will fill with documents over time. While the drawer capacity is
virtually unlimited, the ever increasing number of documents will affect both the efficiency and time required to
perform data filing and retrieval tasks. A document retention plan can help keep the Kwik system in good
operating condition. Documents can be removed from a drawer by exporting document images and/or
metadata to another physical location, or by purging documents from the drawer.

To access this feature, click on the Settings section of the Drawer Template Properties screen.

Drawer Template Properties: HR Template E

hnage the basic properties of 3 dawer template.

1 anage document image settings. Manage drawer archival settings and properties.

:
; Image
]

i Storage Format: * |F‘DF Image and Text LI Deskew? [0 :
Wisw Oriertation: * | sutoRotate | Apply |
i Archive E
E;';giﬁ;?;’?’er conels Y s g Enable Retentior: O Yas @ No
i Export Metadsta s= * I[Ju Mot Export LI Lock Document?; © Yes % Mo ;
Retain From: | Dt Filed =] Mark For Deletion?: € Yoz & Mo

! Retain For (Morths): [o Apply I

Figure 4.17 — Drawer Template Properties: Settings
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EDIT DRAWER TEMPLATE SETTINGS

Image Settings:

1

4
5

Select Storage Format:

e  PDF Image = PDF with no OCR

e  PDF Image + Text = PDF with OCR (this is the default and allows the document content search)
e TIFF Image

Select View Orientation.

e  Auto Rotate

e Rotate 90°

e Rotate 180°

e Rotate 270°

Check Deskew if required.

Changes how the Kwik software orients the document based on the barcode placement.
Retain base TIFF is checked by default. Leave this checked in order to retain your original image.

Click Apply.

Note: PDF and TIFF images are the standard storage formats used with the Kwik software.

Archive Settings:

1
2

0 N o B~ W

Include drawer contents in purge cycle, check / uncheck.

Export Metadata as:

e Do Not Export

e Portable Reposition
e Delimited Format

e Report

Retain From, query field based on date filed, date modified, and date.
Retain For, the length in months to retain images.

Enable Retention, check if required.

Lock Document, check / uncheck.

Mark for Deletion, check / uncheck.

Click Apply.
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OVERVIEW

Kwik security is designed to control access to the system's document drawers. This ensures that only

authorized personnel can view particular documents and control the filing of new documents. The System

Administrator’s account is granted all rights and these rights cannot be changed or deleted. The System

Administrator is responsible for:

Creating users

Creating groups to manage collection of users

Granting users and groups access to drawers

Managing security policies, for example password length or expiration
Defining the auditing of various document and system activities

Managing and creating filing drawers

LEFT-HAND NAVIGATION

Once you navigate to the Users tab you will notice a listing of available windows for the Users tab. Each window
will allow you access to the different sections to manage. Each section contains a set of specific properties that
can be edited related to Users. These sections consist of the following:

USERS

e Users — Allows you to manage the users themselves. This is where you will Add, Edit and Disable users.

e Groups — Allows you to create and manage groups. Groups are a collection of users, and each user
inherits the rights of the group.

Kwik security and licensing is based upon a named user model. All users granted access to the system must

have a unique user id. In some instances, the System Administrator may allow user names to login at multiple

workstations. This is appropriate for members of a single department sharing the same security profile for

retrieving documents. The ability for user names to login at multiple workstations is controlled by a security

policy setting.

A newly created user is assigned to a default group. New users created via the KwikTag Admin tool are

automatically added to the “Kwik Users” group only when added manually. When added via “Windows Auth

Configuration or AD Sync” the results are different. All users (except for the Administrator and the Guest

accounts) must belong to at least one group. Users may belong to more than one group simultaneously.

To access this feature, click on the Users link on the left hand menu.
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@ 2011 ImageTag, Incorporated.

Figure 5.0 - Users

Caution: Users who file (index) documents should never share user names. Tag dispensers are assigned to
users by their user names and sharing dispensers is not recommended. User actions are audited and tracked for
security purposes.

CREATING USERS

1 Toaddauser, click New. The User Properties window will display.

2 Enter the following required data:
e User Name
e First Name
e last Name
e CAL Type: Selection between Contribute (Full Access) or Consume (View Only)
e Email
e Password
e Confirm Password
e Disabled, check/uncheck (Users brought in from AD Sync will be disabled by default)
The following information is not required but recommended for entry:

e Description
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o Title
3 Click Apply. The user is created and appears in the Users list.

Note: The default group is the Kwik Users group.

Note: The Kwik software requires that users belong to at least one group. The only users exempt from this
requirement are the Administrator and Guest user accounts.

User Properties: [New User] IEI

Create users, cregte groups and grant users access to drawers.

hanage user properties. Add, edit and disable users.

U=zer Mame * I CAL Type I j
izt Mame * | E-mail * |

Last Mame * I Pazsweard * I

De=cription I Confirm Passwaord * I

Thia I Paz=sward expires on next r

Iogin
Cizabled ¥

Figure 5.1—- User Properties

EDITING USER INFORMATION
1 Select the user in the User list to be modified.
2 Double click on the User Name or Click Properties.

3 Modify any of the user information. By selecting a new CAL Type, the existing license will be released
and the new license will show as used.

4 Click Apply to save any changes.

Hint: Entering in user information into the blank fields above the user list will expedite the search for a specific
user.
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User Properties; DavidD IEI

Create users, cregte groups and grant users access to drawers.

lBnage user propertie=. Add, edit and disable users.

! User Name * [paviaD CAL Type [cortribute (313 7] ;
1 First Name * |David E-mail * Idavidd@imagetag.mm ;
E Lazt Mame * IDD‘tSDI‘l Pazswaord * I------------------ E
E Deszcription I Confirm Password * I---"--“-““-“- E
E Tile ISaIes Manager| Pa;swurd expires on next [ E
! lodin :
h Cizakled ] i

[i] imagetag
Figure 5.2— Edit User
Caution: Each Kwik Client license is issued for a specific number of users. Although the System

Administrator may create as many users as desired, only the licensed number may be enabled; all others must
be disabled. In using AD Sync where users are created from an Active Directory group, they are disabled by
default. The System Administrator must license each user created.

DISABLING A USER

Disabling prevents a specified user from logging into KwikTag. A user cannot be deleted from KwikTag; they can
only have their account disabled.

1  Select the user from the Users List to be disabled.
2 Double click on the User Name or Click Properties.
3 Click Disabled box.
4

Click Apply. The user is now disabled and cannot log in to Kwik

To reinstate a user, repeat the above steps and clear the Disabled box.

Proprietary & Confidential Page 43



KwikTag 4.6.5x Web Administration Guide

GROUPS

Groups are a collection of users, and each user inherits the rights of the group. Groups are the most efficient

way to manage users’ access to drawers. Any user added to a group automatically receives the drawer access

rights assigned to the group.

To access this feature, click on the Groups link on the left hand menu.

L]
I(WI ktag ‘wiglcome Administrator
Home Sites Connections Drawers Reports Settings Workflow
creation, deletion, and modification of groups and their most basic properties.
Groups
Froperties ey [Delete
Drag a column header here to group by that column
Group Marme Description |
Approvers Workflow gueue items to approve
Contract Approvers This Group can approver Contracts
ERP Entry
KTEP Sales Demo Users for GP
KawikTag Adrmins Adrnin Group
KawikTag Guests Guest Group
KawikTag Users KawikTag Users Group
Revievers This group will receive workflow
Wiorkflow Admin Workflow adrnin activities
Page 1 of 1 (9 items)
EI Imagetag 033
@ 2011 ImageTaa, Incorporated. Lega Priva | Contactus |

Figure 5.3 — Groups

DEFAULT GROUPS
The Kwik software provides three default groups:

o  Kwik Users
o Kwik Administrators
o Kwik Guests

System Administrators have the flexibility to change any or all of the default groups except to delete them.

users are automatically added to the Kwik Users group.

ADDING A GROUP

1 Click New.

2 Type the Group name.

New
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3  Type a brief group Description. For example, System Engineering, Product Marketing, Human
Resources, Internal Sales, External Sales.

4 Click Apply. The Group is added to the Groups list.

Group Properties: [New Group] E

Create or modify groups to manage a collection of users.

1 WBnage groups and their most basic properties. Add and edit group names and descriptions.

Group Mame * Group Descrigtion

Figure 5.4 — Group Properties

EDITING A GROUP

1 Select Group.

2 Double click on the Group Name or Click Properties.
3 Change the displayed information as required.
4

Click Apply.

REMOVING A GROUP

1 Select Group.

2  Click Delete.

3 The “Delete Confirmation” dialog appears.
4

Click OK.
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ADDING MEMBERS TO A GROUP

Once a group is created, members (users) can be added to it. The user has to exist already in the Users list to
select them as part of a Group.

1 Select Group.

2 Double click on the Group Name or Click Properties.
3 Click on the Membership section.
4

The left menu lists all of the Current Users in the Group. The right menu lists all of the available KwikTag
users.

5 Select User(s) from the right menu and add to the left menu by clicking the double left arrows. This will
add the User(s) to the Group. The system automatically saves the additions.

Hint: You can hold down the CTRL or SHIFT keys to select multiple User names. The system will not duplicate an
existing user name entry. To remove Users from a Group, select the Users from the left menu and add to the
right menu by clicking the double right arrows.

Group Properties: KwikTag Users X |
Create or modify groups to manage 3 collection of users,
jr_:' Record(s] saved succassfully.
v Current users in group kwvikTag Users i
E APManager Administrator E
vOJCRD CraviciDy }
i |DaviddApprover DavidDIindexwe i
E DavidDindexer Guest E
' dunlagp Jonhdindexer !
i iohn maryallindexer i
E Johnl&pprover Stevel E
' ohnlindexer e Stevekindexer !
v Jionm Tara.l !
E Jonh&pprover e WIS E
v IMaryall WllSIindexer !
v IMarvalspprover AN i
E SteveklApprover Winkindexer E
Vo Taraj&pprover ]
v |Taradindexer i
E WIS Approver E
v winkApprover !
[i] imagetag

Figure 5.5 — Adding Members to a Group
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OVERVIEW

The Kwik

filing system includes a reporting function. The available reports are:

e Archived Documents by Drawer

e Document Versions by Drawer

e Drawer Statistics

e Export Activity

e Indexed Documents

e Inventory Reports by Closed Cartons
e List of Cartons

e List of Full and Open Cartons

e Monthly Drawer Activity

e Monthly Image Retrieval Activity

e Record Dispositions

e Records Retention Codes

e Retention Code Mismatch

e Retention Dates — by Drawer

e Retention Dates — expired by Drawer

e Retention Dates — within 30 Days by Drawer

e Retention Properties By Drawer
e Scan Operator Activity

e Scanned Pages

e Security

e  Subsystem Versions

e User Statistics

RUNNING A REPORT

o A W N -

Select Report to Run from the drop down list.

Click Run Report.

The report will be generated in the window below.

To export to PDF, Word or Excel; select the desired software icon on the toolbar.

System will ask to either Open or Save file.
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6  Make selection and click OK.

.
I(WI ki:’ag 1'".\"8|l.250.r'n.8:l"\l:.|l'.l'li.ll'lis‘lra‘lor

Home Sites Connections Drawers Users Reports Settings Workflow

LIFT 8]

To view & report, select | Docurment Wersions By Drawer
Drawer Statistics

Export Activity

Indexed Docurments

Inventory Report by Closed Cartons
List of Cartons

List of Full and Open Cartons
Monthly Drawer Activity

Monthly Image Retrieval Activity %
Record Dispositions

Recaords Retention Codes

Retention Code Mismatch

Retention Dates - by Drawer

Retention Dates - expired by Drawer
Retention Dates - within 30 Days by Drawer
Retention Properties By Drawer

Scan Operator Actiity

Scanned Pages

Security

Subsystem “ersions

User Statistics

Select Repartto Run: | Archived Documents By Drawer | Run Report AR W

Figure 6.0 — Report Selection Window
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OVERVIEW

The Settings tab of the KwikTag Admin tool allows the System Administrator to configure several different areas of the
KwikTag system. This tab also includes a link to the NEWS Management system that supplies all of the KwikTag system
updates to the appliance.

LEFT-HAND NAVIGATION

Once you navigate to the Settings tab you will notice a listing of available windows. Each window will allow you
access to the different sections to manage. Each section contains a set of specific properties that can be edited
related to system settings. These sections consist of the following:

e Audit — Allows you manage the audit settings for the drawers. This is where you Edit the default
settings for the audit properties.

e Global — Allows you to manage the global settings for the system. This is where you will Add, Edit the
default settings.

e Security — Allows you to manage the security. This is where you Edit and default security settings.

e Licenses — Allows you to manage the user licenses. This is where you Edit the default settings for the
licenses.

e Repositories — Allows you to create, delete, and modify repositories and their most basic properties.
e Search — Allows rebuilding of KGS index.

e Login Message — Allows you to change the Login Message.

o Windows Auth Config — Setup Windows Authentication for KwikTag.

e System Management — This is a link to the NEWS Application which allows you to perform appliance
maintenance including server patching and updates.

AUDIT SETTINGS

The System Administrator has the ability to set the audit options on user activity through the audit panel.

To access this feature, click on the Audit link on the left hand menu.
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-
I(w. ktag 4 ‘Welcome Administrator

Connections Drawers

Home Sites

Audit Al settings - Audit = & audit settings.

User AcTIvVITY

¥ Locin
¥ DocumenT Access
[ Eman

ADMINISTRATIVE ACTIVITY

¥ security

¥ DrAWER MANAGEMENT
¥ GLoeaL SETTINGS

¥ VeriTac

Edit Apply Cancel

Imagetag 041

©2011 ImageTag, Incorporated. Legal | Ervacy | Contactls | About

Figure 7.0 — Audit

ENABLING SECURITY AUDITS

The System Administrator can audit Kwik user and administrator activity and create log files of that activity.

e User Activity:
o Login
o Document Access
o Email
e Administrative Activity:
o Security
o Drawer Management
o Global Settings
o VeriTag

EDITING AUDIT OPTIONS

1 Click Edit to select or de-select Activities.

2 Click Apply.

Proprietary & Confidential Page 50



KwikTag 4.6.5x Web Administration Guide

kwiktag

Wiglcome Administrator

Home Sites Connections Drawers

Audit

Users

Settings
4 Settings - Audit =

Workflow
e audit seftings.

USER ACTIVITY

i,

¥ DocumENT Access
¥ Eman

ADMINISTRATIVE ACTIVITY

¥ SecurrTy

¥ DrRAWER MANAGEMENT
¥ GLoBaL SETTINGS
¥ VErITAG

Edlit | Apply I Cancel

[i] tmagetag

@ 2011 ImageTag, Incorporated.

Figure 7.1 — Edit Audit Settings
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GLOBAL SETTINGS

The Global Settings page provides a catch-all for unrelated Kwik system settings and preferences. This page
is typically read-only as it is best practice to not change the system defaults.

To access this feature, click on the Global link on the left hand menu.

L]
kWI ktag : Wielcome Administrator
Chang ot Log Out

Home Sites Connections Drawers Users Reports Settings Workflow

4 Settings - Global = Allowws changing global system settings.

Global

WEB SETTINGS

Web Client URL http:ffktsnel

PAPER GATEWAY SETTINGS

Import Fath |D:\KW|k'I'ag\imp0r1_

Input Path |D:\K\-‘«|kTag\|npuI

MISCELLANEOUS SETTINGS

Cu ITEncy Type IUn'rted States of America, Dollars ;I

Auto-Add Tag (Label) Dispensers? 3

REPDSITORY SETTINGS

Default Wolumes per
Repositary |2EI
Default Next Volume Size

MBS} |QDD
Default Max Repository

Size (% of Drive) IE‘?

ol et o (P ey II/TQD'\.-"‘u

Figure 7.2 — Global Settings

WEB SETTINGS

Web settings are applicable to the Kwik web application. They specify the application’s URL (for email

purposes), the name of the server or system that appears next to the Kwik logo at the top of each web page.

1 Select Edit to modify the following Global Settings:

e In the Web Client URL field, type the URL for the Kwik web application. This address will be
incorporated into emails that get sent to users of the application when they are instructed to revisit
the application to fix a problem or check an image.

2 Click Update to save the settings.
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MISCELLANEOUS SETTINGS

1 Select Currency Type from drop down.

If a field of type “currency” is created in Drawer, Fields page the default setting in “settings” page (either
US dollars/Euro/ect.) would be the value of currency field.

2 Check if Auto-add Tag (Label) Dispensers is required.

The method to handle the tag inventory will determine how this option is set. When this box is checked,
Kwik will allow users to enter tag dispensers into inventory. This setting relieves the System Administrator
of the responsibility of entering a number of dispensers into inventory before the application can be used.

REPOSITORY SETTINGS

This shows the default Repository settings. It denotes the repository volume and storage information. It is best
practice to not change the default settings.

SECURITY

The System Administrator had the ability to set and control security policies for the Kwik system. Password
and Account Lockout policies are set on the Security panel. Click Edit to modify these policies.

To access this feature, click on the Security link on the left hand menu.

kwiktag S

Home Sites Connections Drawers Users Reports Settings Workflow

Al Settings - Security =

Passworp PoLicy

Security
tlinirmurm Passward Length IB_ characters
Wlaximum Password Age W days
Maotice of Password Expiration IM_ days
Password History IQD— days
Sequential Contraol Yes|w

ACCOUNT LockouT PoLicy

Reset Lockout Counter after ISD minutes

Account Lockout Threshold I3 irvalid attempts
Allow Wultiple Logins IYes 'I
Eclit | Update: Canzel
EI Imagetag’ 04z

22011 ImageTag, Incorporated. Lega ContactUs | About

Figure 7.3 — Security
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PASSWORD POLICY

The controls in the Password Policy area define:

e  Minimum Password Length: The minimum number of alphanumeric characters allowed for
a password. If set to 0, no password is required.

e Maximum Password Age: The maximum number of days a password may be used
before it expires. If set to 0, password must be reset at each
login.

e Notice of Password Expiration: The number of days before a password expires to start
displaying the password expiration warning message. If set to
0, no warning message is displayed.

e Password History: The number of days the password is retained in the history
file. This setting affects the number of days that must pass
before a user can reuse a password. For example, password
age is set to 10 days and the history is set to 60 days, seven
passwords must be used before restarting the cycle. If set to
0, no history is kept.

e Sequential Control: If yes is selected, users may not use numerals (1, 2, 3, etc.) at
the beginning or end of the password. For example,
23birthdays or birthdays23 are not permitted while
birth23day is permitted.

SET THE PASSWORD POLICY

1 For items that use counters, type the desired number.
2 For items with a drop down, selected desired action.
ACCOUNT LOCKOUT POLICY
The Account Lockout policy governs:

e  Reset Lockout Counter: The duration (in minutes) of the lockout.

e Account Lockout Threshold: The number of times a user can fail Login before being locked out of the
KwikTag software.

SETTING ACCOUNT LOCKOUT POLICY

1 For items that use counters, type the desired number.

2 For items with a drop down, selected desired action.
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LICENSES

Kwik software licensing panel identifies customers by name, identification number and the license number(s).

To access this feature, click on the Licenses link on the left hand menu.

kwiktag

Sites

Administrator

Connections Drawers

Settings - Licenses : o= and options.

License Data

Licenses

07 FEbRz90geWWBmyWsLuUo +dRESu3HEIczUNSCYaHa
pUEJADy xaChgOviHEY 4P2sbS1iF mzG2zH ECT
License Key UpHLSE1 POA==

=
Customer Mamea |ImageTag
Customer D II(tapprl
Previesy, License Settings Edit Update Camcel

Drag a column header here to group by that column

| License Options Activation Date Expiration Date Status iy Activities
| Cansume (50) 3f28/2011 12§31/9999 Licensed
| POF and Text 3f28/2011 12f321/9999 Licensed
Expiort 3f28/2011 12/31/9999 Licensed
QR 3f2g/2011 12{31/9999 Licensed

Figure 7.4 - Licenses

EDIT CUSTOMER LICENSING INFORMATION

1 Click Edit to modify the License Key, Customer Name and Customer ID. Typically you would just copy/paste your
license key from an email that comes from the ImageTag fulfillment department.

2 Click Preview License Settings to view the new license structure.

3 Click Update to apply the changes to the license structure.
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REPOSITORIES

Kwik has data repositories to store all of the scanned images. The Repositories section of the Admin tool shows the
default repository information. It is best practice to not adjust the default information. You can add additional repositories

here if needed.

To access this feature, click on the Repositories link on the left hand menu.

kwiktag v

Home Connections Drawers Settings
1 Settings - Repositories = Allows creation, deletion, and modification of re|
Properties M
'''' : Drag a colurnn header here to group by that column
Repositeries Location Type Fib | volmeld | VEHQB Mgf;;f?r[:‘é';e VD'UEE%;JSBE‘
I | —1 I |
_ O kwik Taghrepositories\repository000 1 Arctive Falsz WOLOO001 Falze 200 45 |

ittind ous Auth Page 1 of 1 (1 iterms)

[i] tmagetag o

22011 ImageTag, Incorporated.

Figure 7.5 - Repositories
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SEARCH

Kwik allows you to perform global searches across the entire database based upon either filing information or document
content. There may be times when the search feature needs to be re-indexed to clear out previous searches. The Search

window of the Settings tab allows you to perform this re-index.

To access this feature, click on the Search link on the left hand menu.

.
I(w. ktag Wiglcome Administrator

Connections Drawers Settings

1 Settings - Search = Allows rebuilding of KGS index.

Re-Index

By clicking on the "Re-lndex KGS", the re-indexing of your KwikTag Global Search will begin. This
operation can be very time consuming, it may take few minutes to several hours to complete. Your
ahility to search will be effected until the re-index has completed.

Search Re-Index KGS |

045

Imagetag

@ 2011 ImagaTag, Incorporated. Lag Brivaiay |

Figure 7.6 - Search

RE-INDEX SEARCH

1 Click Re-Index KGS to perform the Search feature re-index. A message will display letting you know that the re-
index was started successfully.

Re-Index

By clicking on the "Re-Index KGE", the re-indexing of vour KwikTag Glohal Search will hegin. This
operation can be very time consurming, it may take fewy minutes to several hours to complete. Your
ahility to search will he effected until the re-index has caompleted.

Re-lIndex KGS

KRGS Re-Index was started successfully.
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LOGIN MESSAGE

Kwik allows you to create a personalized login message for the end-users to see when they log into the Web client.

To access this feature, click on the Login Message link on the left hand menu.

kwiktag ittt

Sites Connections Drawers

4 Settings - Login Message = Allo changing the Login b

Login Message

Display the fallowing Lagin Message? B

Login hiessage

Eclit Upddste Cancel

lII Imagetag RET

@ 2011 ImageTag, Incorporated |
Figure 7.7 — Login Message

LOGIN MESSAGE CHECK BOX

When this item is checked a message is displayed to the user at login. To display login messages, perform the
following steps:

1 Click Edit.

2 Verify that the check box is selected to Display the following Login Message.
3 Create a message in the text box
4

Click Update to save settings.
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WINDOWS AUTH CONFIG

Kwik allows integration with the AD server on your network. Once the settings have been entered KwikTag will poll
against a designated AD User Group to create new KwikTag users. The user accounts will be created in KwikTag, however
they are disabled until the System Administrator updates the user account with an appropriate license type. Typically the
setup for this feature is done during the implementation process.

To access this feature, click on the Windows Auth Config link on the left hand menu.

kwiktag coatapettnaal o0

Wiind aws Auth
Config

Sites Connections Drawers Users Reports Settings Workflow

4 Settings - Windows Auth Config = Setup Windows Authertication for KywikTag.

Connection Infarmation Group Configuration

4| Gre Ao
AD URL: | All Groups iy Groups

Usernamea I

Passward; I

KiwikTag
Diefault I ==
Fassword

Palling Rate: |30 Ei Minutes

[est | Refresh AL Groups

Edit Update Cancel

m Imagetag s

@2011 ImageTag, Incorporated. Lega Privacy Contactls |

Figure 7.8 — Windows Auth Config

CONFIGURING THE WINDOWS AUTH CONFIG (AD SYNC)

1  Click Edit.

2 Enter the following information to establish the connection to the AD Server.

AD URL —this is the IP address of the AD Server. LDAP must precede this entry.

Username — this user must have at least read-only access to the AD Server. The domain name needs
to precede the User Name.

Password — this is the Password for the above User account.

KwikTag Default Password — this is the default password for all KwikTag users created using AD
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e Polling Rate — the rate at which KwikTag will poll against the AD Server looking for new users.

Click Test to have the All Groups list populated.

4 From the All Groups list, select the AD Users Group(s) to use for KwikTag users. Click the double right
arrows to add that group or groups to the My Groups list.

5  Click Update to save settings.

SYSTEM MANAGEMENT — NEWS APPLICATION

The Kwik

appliance is a “closed” appliance. It automatically pushes updates to the KwikTag software and also includes

Microsoft updates. You can access certain features of server administration including installing these updates from the
System Management link. This link takes you to the KwikTag NEWS application which is used to manage the KwikTag

appliance.

To access this feature, click on the System Management link on the left hand menu. A new internet explorer window will

launch. Follow the instructions below to access the KwikTag NEWS application to manage the KwikTag appliance updates.

1 Click Continue to this website from the internet window that launches.

2 You will be prompted to log into the NEWS application. Enter the following credentials:

e User Name = Admin

e Password = Password$S

3 The NEWS application will open.
o Tavortes | gin [d Sucgested Sites = g Web Slice Gallery
_@kwikt:lg

X |Q| [Fecurc Scarch

L IR

* @ v Pigev Saferyr Teokw v N

m Alarm Manager

| alarms
i

g Sruups
E'.) Lchionz

(e | 2
|8 Catcgorics

Applance |  System |

Appliance Launch Page

@ Update Manager

@ Lpdate Downloac
L) owwnload Slais
% |pdates tn retal

% Iastall Status

I‘:? Lpdale Sclwedul=

Figure 7.9 — KwikTag NEWS Application

Proprietary & Confidential

ﬁ Home '21;, Tcals FjD‘g Matwork |:|I Syslem&Lcg “‘ Halp [:‘-‘ Lcgout

Info | Network

Alarm, Update, Image and Configuration Manager «
mEn

é' | Image Manager k)\\ Contiguration
= ) Manager
e o
|__ % Eacxap | % Backup
z Res.wure - Res.urz

E:_,‘l Srhadule

F_j Manag= Fil=z

r‘| Mznage Files

Page 60



KwikTag 4.6.5x Web Administration Guide

4 There are four main areas of the NEWS application:
e Alarm Manager
e Update Manager
e |mage Manager
e Configuration Manager

The majority of the appliance setup has already been configured for you, however you will still use the
Update Manager to download and install the KwikTag appliance updates.

5  Click on Update Download to view the available updates to download for the KwikTag appliance.

ﬁHoms S lools % MeTwCH j‘ sveamkloc W4 Hela LY Logout

Update Manager Configure Appliancs Updates

Updst= Liownlosc

$GUscate Event Log

Figure 7.10 — Update Download

6 If there are available updates, select the ones you want to download by checking the box in front of
each update. Click Download to begin the download process.

7  Click on the Download Status page to view the download progress of the selected updates.

o i
ﬁ} Hurr 1 .\’J__'_ Tk ﬁ_?gwau-k ] setenetig ¥4 Heip T2 tug il

Update Manager Configure Appliance Updates

e le Svenl Luy

Idle

Figure 7.11 — Download Status

o

Hint: Typically the appliance it set to automatically “Download and Approve” updates. If that is
selected, then you will only see the available updates on the Updates to Install tab as the system will
have automatically downloaded them for you.
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8  Click on the Updates to Install page to select the downloaded updates to install on the KwikTag
appliance. Click Install to begin the install process.

Systarn & Log kd Holp | Logout

Info |

Update Manager Configure Applianze Updates .

ir/Lpdate Evert _og

Package Update Description Reboot
Cefare Installing, pl=zse read the releass notes az hitpidoreleasenote s bwiktag.com

I 111nztan false
Lpdate Apal ance Wersion to 4.5.0
Pefare Tnstalliag, plz7se read the relras= nntes A= httnederelrasenntes. lwiltag . com

[ Litozzoo Talse:
| pdate &pal Ance Wersinn tn 4.5.3.1
EBefore Installing, plzzse read the releasz notes a: hitpi/releasenotes kwiktag.com

™ 11103300 false
Lpdate Apal ance Version to 4.5.4
Eefare Inctalling, plazce read the releass notes a: hitpiireleasenotes. lawildtag.com

" 11103400 talse
Lpdate Apal ance Wersionto 4.5.4.1
wulnerstility in Windows Skel Could Allcw Rematz Zode Execution (22862980

Cumnalstve Secunty Update for Internzt Explcrer 7 for Windows Szrver 2003 (KE2183461)
wulnerskility in MPES-4 Codec Cocld &llow Remote Code Executon 1975558)

wulnerstility in Uricode Scricts Processor Could Allow Rermote Code Executon 123201131

Figure 7.12 — Updates to Install

9 Click on the Install Status page to view the Install progress of the selected updates. The top section
shows you the Updates In Progress and the bottom section lists the Installed Updates. Once all selected
updates show in the Installed Updates section, your KwikTag appliance is up to date.

u pdate Ma nager Configure Appliance Updates

i'Upcate E¥elt Log

— Upcatec In Prograss

— Installed Jpdates

rannniil  Kwiktac 2gent npds

warsiar 1.0.1 false trig
10100102 Kwikldy Agzil Palcg 35 Lrug Lrae
111 0nEM Kwiltac lHpdate -4 0 falsr trie
111000l kwiktac Update -4 0.2 false trie
111 0N5MH  Kwiltac lpdate -4 0.3 false trie
11roog0l kwiktac Update -4 04 false trie
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11100807 Microsoft Qaartary Updates, J2 2005 true trie

Figure 7.13 — Install Status
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KwikTag allows you to create workflow routing and approvals based upon your business processes. These

processes are documented during the implementation discovery sessions. The workflow within KwikTag is then

configured by a Professional Services team member.

details on configuring workflow within KwikTag.

Please reference the Workflow Admin Guide for more

To view the configured workflow, click on the Workflow tab within the Admin tool.

kwiktag
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Site Mame & |
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Figure 8.0 — Workflow
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Site Mame: KwikTag (Continued on the next page)
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